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1.0 Introduction 

1.1 A report was presented to Audit Committee in October 2014 regarding 
the Council’s risk management arrangements. 

1.2 This report summarises the overall approach, discusses responsibility for 
managing risks and assurance activities and describes some current and 
future actions.  

2.0 Risk Management 

2.1 All individual risks have a ‘responsible officer’ identified and whose job it 
is to monitor and control each risk on a periodic basis.

2.2 Risk registers are made up of collections of individual risks. The Council 
has three main levels of risk register: corporate, directorate and service. 
There is also an Information Management Risk Register. A copy of the 
Corporate Risk Register is at Appendix A.



2.3 Corporate Risks are those that have a potential impact on the council as 
a whole whereas directorate and service risks affect departments and 
service units respectively. Information Management Risks relate to risks 
around information security and sharing. Risks Registers are collectively 
and periodically reviewed at the appropriate forum.

2.4 The Corporate and Directorate Risk Registers are monitored and 
controlled on a monthly basis at Executive Board and at the Performance 
& Financial Monitoring Meetings respectively. Service risk registers are 
effectively the responsibility of each Head of Service to maintain. The 
Information Management Risk Register is managed at the Information 
Management Meetings.

2.5 The review of risks and risk registers allow for risks to be monitored, 
controlled and updated, new risks to be identified, spent risks to be 
removed or, in the case of service and directorate risks, to be escalated 
to another risk register, e.g. if it was determined that a risk would be 
better managed at a different level within the Council.

3.0 Responsible Officers

3.1 It is a vital component of successful risk management that all responsible 
officers are responsible and accountable for effectively monitoring, 
evaluating and managing their risks both individually and collectively 
through the appropriate forum. It is important that this responsibility is not 
devolved to other people or to any particular team since this would blur 
lines of responsibility and accountability.

4.0 Assurance Checks

4.1 It is appropriate however that occasional assurance checks are 
undertaken from time-to-time to ensure that the system is working 
effectively. To date, assurance has been mainly focused on ensuring that 
Corporate and Directorate risks are being reviewed on a monthly basis at 
Executive Board and P&FM meetings respectively whereas any 
observations on the management of individual risks has been raised at 
P&FM meetings. A checklist was also circulated to responsible officers 
and Heads of Service for them to complete and use in order to ensure 
that Service Risks are also being managed and that there is a consistent 
and systematic approach in place to reviewing risks across the Council.

4.2 There is an assurance check of all risk registers currently underway, 
which is being undertaken using the checklist. The results from this 
check will be supplied to responsible officers, Executive Board and 
P&FMs as appropriate. A more in-depth review of the Council’s risk 
management process will also take place in the New Year. Internal Audit 
is currently reviewing the Council’s risk management arrangements as 
part of their audit cycle; this report will be used when undertaking the 
review of risk management arrangements.



5.0 Equality & Engagement Implications

5.1 There are no equalities implications directly arising from this report.

6.0 Financial Implications

6.1 There are no financial implications directly arising from this report.

7.0 Legal Implications

7.1 There are no legal implications directly arising from this report.

Background Papers:  None

Appendices:  Appendix A – Corporate Risk Register



Appendix A – Corporate Risk Register


